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NB: 2011 on-site compliance examinations also covered other reporting entities.

Reporting Entities Q1 Coverage Q2 Coverage Q3 Coverage Q4 Coverage Annual Coverage

Type
Total 
No. 

No.
% of Q1 

Total
No.

% of Q2 
Total

No.
% of Q3 

Total
No.

% of Q4 
Total

No.

% of 
Reporting 
Entities 

Total No.

Banks 69 11 26.8% 0 0% 8 13.3% 5 14.7% 24 34.8%

Financial 
Institutions

53 3 7.3% 2 4.3% 13 21.7% 0 0% 18 34%

Insurance 
Companies

54 7 17.1% 5 10.9% 7 11.7% 0 0% 19 35.2%

Money 
Dealers

397 20 48.8% 39 84.8% 32 53.3% 26 76.5% 117 29.5%

Brokerage 
Firms

14 0 0% 0 0% 0 0% 3 8.8% 3 21.4%

Total 41 100% 46 100% 60 100% 34 100%
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Law 318 - Dated 20/4/2001 
Fighting Money Laundering

(As amended by Law 547 dated 20/10/2003)

The Parliament has adopted, and The President of the 
Republic is promulgating the text of the following Law :

Article 1
Under the provisions of this Law, illicit funds are to be 
understood as any asset resulting from the commission 
of any of the following offences:

1.	The growing, manufacturing, or trading of narcotic 
drugs.

2.	Acts committed by associations of wrongdoers, 
that are specified by Articles 335 and 336 of the 
Penal Code, and internationally considered as 
organized crimes.

3.	Terrorist acts, as specified in Articles 314, 315 and 
316 of the Penal Code.

4.	The financing or contribution to the financing of 
terrorism, terrorist acts, or terrorist organizations, 
in accordance with the concept of terrorism as 
defined in the Lebanese Penal Code.

5.	Illegal arm trade.

6.	The offences of theft or embezzlement of public or 
private funds or their appropriation by fraudulent 
means, counterfeiting, or breach of trust, occurring 
on banks, financial institutions, and institutions 
listed in Article 4 of this Law, or occurring within the 
scope of their activities.

7.	The counterfeiting of money, credit cards, debit 
cards or charge cards, or any official document or 
commercial paper, including checks.

Article 2
Money laundering is any act committed with the 
purpose of:

1.	Concealing the real source of illicit funds, or giving, 
by any means, a false justification about the said 
source.

2.	Transferring or substituting funds, while being 
aware of the illicit nature of these funds, for the 
purpose of concealing or disguising their source, or 
helping a person involved in the offence to dodge 
responsibility.

3.	Acquiring, holding or using illicit funds, or investing 
such funds in purchasing movable or immovable 
assets, or in carrying out financial operations, while 
being aware of the illicit nature of these funds. 

Article 3
Any person who undertakes money laundering 
operations, or intervenes or participates in such 
operations, shall be punishable by imprisonment for a 

period of three to seven years, and by a fine of no less 
than twenty million Lebanese Pounds.

Article 4
Institutions not subjected to the provisions of 
the Banking Secrecy Law of September 3, 1956, 
including individual institutions, notably money 
exchange institutions, financial brokerage firms, 
leasing companies, collective investment schemes, 
insurance companies, companies promoting, 
building and selling real estate, and merchants of 
valuables (jewelry, precious stones, gold, works of art, 
antiques), must retain special records for operations 
that exceed the amount determined by the Banque 
du Liban in the regulations to be set out under Article 
5 of this Law.

They must also verify, through official documents, the 
identity and address of each client, and must retain, 
for a period of no less than five years, photocopies 
of these documents, as well as photocopies of the 
operation-related documents.

Article 5
Institutions subjected to the provisions of the 
Banking Secrecy Law of September 3, 1956 must 
control their operations with clients, in order to avoid 
being involved in operations that might conceal 
the laundering of funds resulting from any of the 
offences specified by this Law.

Within one month from the enforcement of this Law, 
the Banque du Liban shall establish and publish 
regulations setting out the rules of such control and 
including, as a minimum, the following obligations:

a)	To verify the true identity of banks and financial 
institutions’ permanent clients and to determine 
that of the economic right owner when operations 
are carried out through proxies, through 
figureheads acting for individuals, institutions or 
companies, or through numbered accounts.

b)	To apply the same identity verification process to 
transient clients, when the value of the requested 
operation or series of operations exceeds a 
specified amount.

c)	To retain, at least for a five-year period after 
completing the operations or closing the accounts, 
photocopies of all operation-related documents, as 
well as photocopies of official documents relating 
to the identity of concerned parties.

d)	To set up indicators revealing the possible 
existence of money laundering operations, as well 
as the principles of due diligence, in order to detect 
suspicious operations.

e)	The commitment of banks and financial institutions 
to refrain from giving incorrect statements that 
aim at misleading administrative or judicial 
authorities.
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5.	The Commission meets, upon its Chairman’s 
convening, at least twice per month and when 
needed. The legal quorum requires the presence 
of three members at least.

6.	The Commission shall take its decisions at a 
majority of the attending members. In case of a tie, 
the Chairman shall have a deciding vote.

7.	The Commission shall establish, within one month 
from the issuance of this Law, its own functioning 
rules and the regulations governing its regular and 
contractual staff who are subjected to private law, 
notably the obligation of confidentiality. 

	 The expenses of the Commission and of its ancillary 
bodies shall be borne by the Banque du Liban 
within the budget prepared by the Commission, 
provided it is approved by the Central Council of 
the Banque du Liban.

Article 7

1.	The concerned parties referred to in Articles 4 
and 5 of this Law must immediately report to the 
Commission the details of operations they suspect 
to be concealing money laundering. 

2.	The controllers of the Banking Control Commission 
must, through their Chairman, report to the 
Commission any operations they suspect to be 
concealing money laundering and which they are 
aware of while discharging their duties. 

Article 8
1.	Upon receiving information from the concerned 

parties mentioned in Article 7, or from official 
Lebanese or foreign authorities, the Commission 
shall convene immediately.

2.	After perusing the received information, the 
Commission shall, within a period of three 
working days, take a temporary decision to 
freeze the suspected account(s) for a period 
of five days that can be one-time renewable 
if the source of funds remains unknown or is 
suspected to proceed from a money laundering 
offence. During the said period, the Commission 
shall investigate the suspected account(s) either 
directly or through a delegated person chosen 
among its members or its concerned officers, 
or through its Secretary or an appointed auditor. 
All designated persons shall discharge their 
duties under the obligation of confidentiality, and 
the provisions of the Banking Secrecy Law of 
September 3, 1956 shall be opposed to none of 
them.

3.	After completing its investigations and during 
the temporary freezing period of the suspected 
account(s), the Commission shall take a final 
decision on whether to free the said account(s) if 
the source of funds is not found to be illicit, or to 
lift the banking secrecy regarding the suspected 
account(s) and maintain the freezing. If, at the 

f)	 The verification by banks and financial institutions’ 
auditors of the compliance of these institutions with 
the regulations to be set out under this Article, and 
the reporting of any violation to the Governor of the 
Banque du Liban. 

Article 6

1.	An independent, legal entity with judicial status 
shall be established at the Banque du Liban, and 
shall discharge its duties without being under the 
authority of the Banque du Liban. Its mandate is 
to investigate money laundering operations, and to 
monitor compliance with the rules and procedures 
stipulated by this Law. It will be named hereafter 
“the Special Investigation Commission” or “the 
Commission”.

2.	The Special Investigation Commission shall 
consist of: 

The Governor of the Banque du Liban or, in case of 
impediment, one of the Vice-Governors designated 
by him. 			                 Chairman

The President of the Banking Control Commission or, 
in case of impediment, a member of this Commission 
designated by him.	                             Member

The judge appointed to the Higher Banking 
Commission or, in case of impediment, an alternate 
judge appointed by the Higher Judicial Council for 
a period equal to the term of the initially appointed 
judge.			                   Member

A member and his/her alternate appointed by the 
Council of Ministers upon proposal of the Governor 
of the Banque du Liban.                          Member

3.	The Special Investigation Commission shall appoint 
a full-time Secretary, who shall be responsible for 
the tasks assigned to him by the Commission, 
for implementing its decisions and for directly 
supervising a special body of auditors designated 
by the Commission in order to control and to 
verify, on a continuous basis, the implementation 
of the obligations mentioned in this Law. And 
the provisions of the Banking Secrecy Law of 
September 3, 1956 shall be opposed to none of 
them.

4.	The mission of the Special Investigation Commission 
is to investigate operations that are suspected to 
be money laundering offences, and to decide on 
the seriousness of evidence and circumstantial 
evidence related to the commission of such offence 
or offences. 

	 It is the exclusive right of the Commission to 
decide the lifting of the banking secrecy in favor of 
the competent judicial authorities and the Higher 
Banking Commission represented by its Chairman, 
on accounts opened with banks or financial 
institutions and suspected to have been used for 
money laundering purpose.
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end of the period stipulated in Paragraph 2 
above, the Commission does not render any 
decision, the said account(s) shall be automatically 
deemed free. The Commission’s decisions are 
not subject to any ordinary or extraordinary form 
of administrative or judicial recourse, including 
recourse in case of abuse of power.

4.	In case of a decision on lifting the banking secrecy, 
the Commission shall send a duplicate of its 
justified final decision to the General Prosecutor 
of the Supreme Court, the Higher Banking 
Commission through its Chairman, the concerned 
party, the concerned bank, and the concerned 
foreign authority, either directly or through the 
official party through which the information was 
provided.

Article 9
The Chairman of the Commission or any of 
the members delegated by him may directly 
communicate with any Lebanese or foreign authority 
(judicial, administrative, financial, or security 
authority) in order to request information or take 
cognizance of the details of previous investigations 
that are linked or related to ongoing investigations 
by the Commission. And the concerned Lebanese 
authorities must immediately respond to such an 
information request.

Article 10
The Commission shall establish a central body 
named the Financial Investigation Administrative 
Unit, which will function as the competent authority 
and the official center for monitoring, collecting and 
archiving information on money laundering offences, 
and for exchanging information with foreign 
counterparts.
The Financial Investigation Administrative Unit 
shall periodically provide the Commission with all 
available information on money laundering offences.
The Commission shall determine the number of 
the members of this Unit, their functions and their 
compensation. It shall take against them disciplinary 
measures and terminate their employment in case of 
breach of duty, without precluding the possibility of 
civil or criminal prosecution.
All these persons shall be submitted to the same 
obligations incumbent upon the members of 
the Commission, especially the obligation of 
confidentiality.

Article 11
Except for the Commission’s decision to lift banking 
secrecy, the reporting obligation stipulated by this Law 
and incumbent upon any natural person or legal entity 
is absolutely confidential. This absolute confidentiality 
shall also apply to the documents submitted for 
reporting, and to the documents related to each stage 
of the investigation and its procedures.

Article 12
Within the scope of their work under the provisions 
of this Law, the Chairman and members of the 
Commission, and the Commission’s staff and 
delegates, shall enjoy immunity. In consequence, 
they may not be prosecuted or sued, neither 
collectively nor individually, for any civil or criminal 
liability related to the discharging of their duties, 
including offences specified by the Banking Secrecy 
Law of September 3, 1956, except in case this 
secrecy is disclosed.
In discharging their duties under the provisions 
of this Law, or according to the decisions of the 
Commission, the bank and its staff shall enjoy the 
same immunity.

Article 13
Any person who violates the provisions of Articles 
4, 5, 7 and 11 of this Law shall be punishable by 
imprisonment for a period of two months to one year 
and by a fine not exceeding ten million Lebanese 
Pounds, or by either penalty.

Article 14
The movable or immovable assets that are proved, 
by a final court ruling, to be related to, or proceeding 
from, any of the offences listed in Article 1 of this 
Law, shall be confiscated to the State, unless the 
owners of the said assets prove in court their legal 
rights thereupon.

Article 15
The reservations specified in Paragraphs 2, 3 
and 4 of Article 1 of Law 426 of May 15, 1995, on 
authorizing the ratification of the 1988 United Nations 
Convention against Illicit Traffic in Narcotic Drugs 
and Psychotropic Substances, are repealed, as 
well as the provisions of Article 132 of Law 673 of 
March 16, 1998, on Narcotic Drugs and Psychotropic 
Substances.

Article 16
Upon entry into force of this Law, any provision that 
is contrary to, or inconsistent with its provisions, 
especially those specified in the Banking Secrecy 
Law of September 3, 1956, and those of Law 673 of 
March 16, 1998, on Narcotic Drugs and Psychotropic 
Substances, shall cease to be operative.

Article 17
This Law shall enter into force upon its publication in 
the Official Gazette.

Baabda, April 20, 2001 
Signed Emile Lahoud 
Promulgated by the President of the Republic 
The President of the Council of Ministers 
Signed Rafic Hariri
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implements sufficient and effective regulations to fight 
money laundering and terrorist financing. 
In addition to the foregoing, the bank must implement 
the following measures:

1.	Obtain the approval of the Senior Executive 
Management before dealing with correspondent 
banks.

2.	Ascertain the nature of the respondent bank’s 
business.

3.	Determine the responsibility of both the bank and the 
respondent bank, particularly for payable – through 
accounts opened by foreign correspondent banks, 
and make sure that the latter are capable, upon 
request, to provide relevant customer identification 
data. 

Section II - Relations with customers  
and due diligence measures 

Article 3 

1.	A customer is meant to be any natural person or 
legal entity, whether a company or an institution of 
any kind, or a commission or an organization or a 
non-profit organization (mutual funds, cooperatives, 
welfare centers, charities, clubs, etc.).

2.	Banks must, as far as each is concerned, adopt 
clear procedures for opening new accounts, and 
apply due diligence measures including checking 
their permanent and transient customers’ identity, 
whether resident or non-resident, determining the 
purpose and the nature of the relation or of the 
account opening, identifying the economic right 
owner and the source of funds and ensuring 
the ongoing control of operations, notably in the 
following instances:

•	 Before or upon dealing with a customer or 
opening any kind of account, including fiduciary 
accounts and numbered accounts

•	 Lending operations

•	 The conclusion of contracts for leasing  
bank safes

•	 Electronic transfers of funds

•	 Cashier’s operations totaling or exceeding USD 
10,000 or its equivalent in any other currency.

Cashier’s operations include cash payments 
made by the customer at the bank’s counters 
(deposit of funds, exchange of currencies, 
purchase of precious metals, purchase of 
financial instruments in cash, cash subscription 
to vouchers at the counter, purchase of checks 
in cash, including traveler’s checks, etc.).

3.	Regardless of the amount involved, the employee 
in charge of performing the operation must check 
the customer’s identity when noticing that, on the 
same account or on multiple accounts held by 
the same person, several operations are being 

Law 32 - Dated 16/10/2008  
Expanding the SIC Competence  

to Include Corruption

The Parliament has adopted, and The President of the 
Republic is promulgating the text of the following Law :

Unique Article:
The Special Investigation Commission established 
pursuant to Law 318 of April 20, 2001 on Fighting 
Money Laundering, has the exclusive right to 
freeze and lift banking secrecy on bank accounts, in 
accordance with the anti-corruption agreements and 
laws in force, particularly the United Nations Convention 
against Corruption, provided the procedures specified 
in Law 318 are adopted. 

This law shall enter into force upon publication in the 
Official Gazette.

Baabda, October 16, 2008 
Signed Michel Sleiman  
Promulgated by the President of the Republic 
The President of the Council of Ministers 
Signed Fouad Siniora

BDL Basic Circular No. 83
Regulations on the Control of Financial and 

Banking Operations for Fighting Money 
Laundering and Terrorist Financing (AML/CFT)

Addressed to Banks and Financial Institutions

(These regulations were last amended by BDL Intermediate 
Circular No. 277 dated August 22, 2011)

Article 1 
These Regulations are set under the provisions of 
Article 5 of Law 318 of April 20, 2001, on Fighting 
Money Laundering. 
Banks must control their operations with customers in 
order to avoid any involvement in operations related to 
money laundering or terrorist financing, by following at 
least the rules set out in these Regulations.

Section I - Relations with foreign 
correspondent banks abroad

Article 2 
When establishing a relation with a foreign 
correspondent bank, the bank must ascertain that 
the correspondent bank is not a shell bank, that 
it really exists, based on submitted documentary 
evidence, that it does not deal with shell banks, has 
a good reputation, is subject to a good control and 
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carried out for amounts that are separately less 
than the minimum specified in Paragraph 2 of this 
Article but totaling or exceeding USD 10,000 or 
its equivalent. The same identity checking must 
take place if the employee suspects one of the 
customers of a money laundering or terrorist 
financing attempt. 

4.	In order to check the customer’s identity, the 
employee in charge of performing the operation 
must request the following documents from the 
customer:

a)	 In case the customer is a natural person: a 
passport, an identity card, an individual civil 
registration, or a residence permit.

b)	In case the customer is a legal entity: duly 
authenticated documents regarding its by-
laws, registration certificate, and ownership 
structure, a list showing the stocks or shares 
distribution (directly or indirectly), a list of the 
authorized signatories, in addition to a copy 
of the identity of its legal representative and 
the directors and natural persons who hold, 
whether directly or indirectly, a percentage of 
shares enabling them to have effective control 
over the company. 

c)	 In case the operation is performed through 
a proxy: the original power of attorney or a 
certified copy thereof, in addition to a copy of 
the documents regarding the identity of both 
the customer and the proxy. Moreover, the due 
diligence measures stipulated in Paragraph 
2 of Article 3 above must apply to the non-
professional proxy.

d)	In case the operation is performed by 
correspondence: an official authentication 
of the customer’s signature on the same 
document or on a separate certificate. The 
authentication of the signature of a customer 
residing abroad or the verification of its 
identity may be done through a correspondent 
or affiliated bank, or through a branch or a 
representative office of the concerned bank, 
or through another bank whose authorized 
signatures can be verified, provided it is 
subject to a good control and adopts sufficient 
and effective AML/CFT procedures and 
provided the first account-related operation is 
connected to an account held by the customer 
at a bank that is also subject to a good control 
and implements sufficient and effective  
AML/CFT procedures.

The bank is responsible for the accuracy of 
statements or information when it relies on a third 
party for customers' identification and verification.

5.	The bank must retain information on the customer, at 
least for five years after closing the account or ending 
the business relation, particularly the customer’s full 
name, residential address, occupation and financial 

status, in addition to copies of all documents 
used to verify the above-mentioned information. 
It must also retain copies of all operations-related 
documents, for at least five years after performing 
the operation.

6.	When due diligence measures towards customers 
and actual beneficiaries cannot be applied in a 
satisfactory way, as stipulated in Paragraph 2 of 
Article 3 above, no account must be opened or 
relation started or operation performed. Besides, 
the bank should consider notifying the Special 
Investigation Commission (SIC) established 
pursuant to Law 318 of April 20, 2001. 

Article 4 
When the bank suspects that the customer is not 
the economic right owner or when the customer 
states that the economic right owner is a third party, 
then the bank must request from the customer a 
written statement determining the economic right 
owner (the actual beneficiary), notably his full name, 
residential address, occupation and financial status. 
The bank must retain a copy of this statement and 
of the economic right owner’s identity for the period 
indicated in Paragraph 5 of Article 3 above. 

Doubts about the economic right owner’s identity 
arise, for indicative purposes but not restrictively, in 
the following instances:

a)	When a power of attorney is given to a non-
professional person (eg. other than a lawyer, 
a fully authorized representative, or a financial 
intermediary) and when it appears that the relation 
with the customer does not justify the proxy 
operation.

b)	When the business relation is conducted through 
numbered accounts or through front institutions or 
companies.

c)	When the customer’s financial status is known 
to the employee performing the operation and 
when the amount of the intended operation is 
incompatible with the said financial status.

d)	When any other indicator draws the attention of the 
bank during the course of its business.

Article 5 
The bank must immediately notify the Governor 
of Banque du Liban in his capacity as Chairman 
of the Special Investigation Commission, when it 
holds evidence or has doubts that the attempted 
or performed banking operation involves money 
laundering or terrorist financing or terrorist acts or 
terrorist organisations, especially:

•	 When it has persistent doubts about the veracity of 
the written statement submitted by the customer 
regarding the economic right owner’s identity, 
or that false or inaccurate information has been 
given on the said owner’s identity.
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•	 When it realizes that it was misled in the course 
of checking the customer’s or the economic right 
owner’s identity, while having persistent doubts 
about the information provided by the customer.

•	 When transferred amounts or checks are returned, 
whether directly or upon the request of concerned 
parties, particularly correspondent banks, either 
because of forgery or because of doubts that they 
involve suspicious operations.

Article 6 
Banks must permanently apply due diligence 
measures towards all customers, including the 
owners of accounts opened before the issuance of 
Law 318 of April 20, 2001, in order to modify or add 
any information on the adopted KYC (Know Your 
Customer) Form, due to any changes in the customer’s 
status, especially in case of doubts about the veracity 
or accuracy of previously provided information, or in 
case of subsequent changes in the customer’s or the 
economic right owner’s identity.
Therefore, each bank must set up working plans with 
precise dates, in order to fulfill these obligations.

Section III - Controlling certain operations 
and customers

Article 7

1.	The bank must enquire from the customer about the 
source and destination of funds, the object of the 
operation, and the identities of both the beneficiary 
and the economic right owner, when it finds that the 
operation is characterized by the following:

a)	The operation is carried out in exceptionally 
complicated circumstances. In this respect,  
the bank must assess the said circumstances,  
not only in relation to the nature and type of  
the operation, but also in relation to its 
apparent purpose.

b)	The operation seems to have no economic 
rationale or legitimate purpose, especially 
when there is a discrepancy between the 
operation and the customer’s occupation, or 
even between the operation and the customer’s 
habits and personality.

c)	When one of the concerned parties is a 
national of, or resident in countries that 
do not or insufficiently apply the FATF 
Recommendations. 

2.	The bank must:

First:	 when accepting a check drawn on it by an 
exchange institution, or when performing 
directly or indirectly a banking operation 
requested by an exchange institution on 
behalf of one of its customers, take the 
following measures in case the value of the 
check or of the operation exceeds USD 
10,000 or its equivalent: 

a)	Make sure that it has received the notification, 
stipulated in Paragraph 1 of Article 9 of the 
Implementation Rules of the Law Regulating 
the Money Exchange Profession, attached to 
Basic Decision No. 7933 of September 27, 
2001, concerning the information requested 
about the check-related operation or the 
banking operation, particularly whether or not 
the check-related operation or the banking 
operation was performed against an amount 
received in cash, in addition to information 
about the source and destination of funds, 
and the identity of both the beneficiary and 
the economic right owner. 

b)	Retain this notification for a five-year period.

c)	Obtain this notification directly from the 
concerned exchange institution if not yet 
received when the check is submitted, or 
when the banking operation is   requested. 

Second:	when requested to execute a transfer 
resulting from an exchange operation, or from 
a cross-border transportation of cash and/or 
precious metals to a third person in Lebanon, 
regardless of the amount being transferred:

a)	Make sure that it has received the notification, 
stipulated in Paragraph 2 of Article 9 of the 
Implementation Rules of the Law Regulating 
the Money Exchange Profession, attached to 
Basic Decision No. 7933 of September 27, 
2001.

b)	Retain this notification for a five-year period.

3.	Promptly inform Banque du Liban when an exchange 
institution fails to send any of the notifications 
specified in Paragraph 2 above.

4.	The bank is prohibited from:

•	 Opening any account for any exchange 
institution, before obtaining the approval of 
the Compliance Unit stipulated in Article 10 
below.

•	 Opening accounts for exchange institutions or 
executing transfers upon the latter’s request 
for purposes other than those specified in the 
Implementation Rules of the Law Regulating 
the Money Exchange Profession issued by 
Banque du Liban.

•	 Accepting or performing an exchange operation 
in favour of any exchange institution, unless the 
latter is one the concerned bank’s customers.

5.	Upon issuing a checkbook in favor of an exchange 
institution, the bank must insert in all the checks 
the expression “payable to the first beneficiary 
only”.

Article 8 
Banks must, as far as each is concerned:

a)	Take the following indicators into account, for 
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indicative purposes but not restrictively, as an 
evidence of operations involving money laundering 
or terrorist financing:

1.	 The exchange of big amounts of small-
denomination bills for large-denomination bills 
of the same currency or of any other currency.

2.	 Large or recurrent foreign exchange operations 
(cambio), by using cash funds.

3.	 Certain movements in the customer’s account, 
such as making large or recurrent deposits 
unjustified by the customer’s apparent activities.

4.	 The operation of an account for the main 
purpose of transferring abroad, or receiving from 
abroad, sizeable amounts of money, when such 
operations are unjustified by the customer’s 
activities.

5.	 Large or recurrent operations related to the 
customer’s offshore activities, and which 
appear to be inconsistent with the volume of the 
customer’s activities.

6.	 The replacement of large cash amounts by 
electronic transfer requests or by bank checks.

7.	 A change in the pattern of deposit operations 
made by a customer exempted from filling the 
cash transaction slip (CTS).

8.	 The undertaking by a customer of large cash 
operations in the form of deposits and withdrawals, 
with insufficient personal identification.

9.	 The fact of receiving or cashing checks to the 
bearer issued abroad, or drawn to the order of 
a person but previously endorsed by persons 
other than the depositor; or the fact of receiving 
or cashing checks of different amounts that may 
be unrelated to commercial operations or are 
alleged to be resulting from gambling.

10.	Cash deposits and/or bank transfers followed 
by direct and numerous withdrawals.

11.	The holding by the customer of several accounts 
unjustified by the nature of his activities, or 
the undertaking of numerous cash transfers 
between and through these accounts.

12.	The occurrence of cash deposits and/or bank 
transfers, while the customer’s activities do not 
generate such a volume of funds.

13.	The fact of depositing bank/traveler’s checks 
in the account of a company/institution whose 
activities do not justify such deposits.

14.	Cash operations and/or bank transfers that 
appear unusual, considering the location of the 
branch.

15.	E-banking operations that appear unusual.

16.	Transfers between the accounts of an exchange 
institution and other accounts, particularly those 
held by any of the institution’s owners, partners, 
shareholders, directors or authorized signatories 
or any of the family members of these persons 
(spouse, ascendants, descendants), especially 
if these transfers are followed by withdrawals.

b)	Monitor the accounts opened and operations 
carried out, through the units and divisions 
mentioned in Article 11 of these Regulations, 
by using specialized software programs for 
retrieving (daily, weekly, monthly, annual) reports 
on the accounts and operations to which 
indicators such as the afore-mentioned apply.

c)	Take sufficient measures to prevent the misuse 
of technological developments for money 
laundering or terrorist financing purposes.

Article 9 
Banks must:

First:	 Adopt a risk-based approach to classify 
customers and operations according to the 
following risk levels: low risks, medium risks 
and high risks. The following risks shall be 
taken into account, for indicative purposes but 
not restrictively:

1.	Customer risks:
a)	Customers whose occupation relies mainly 

on cash (money exchange, gold and 
precious stones dealers, restaurants and 
night-clubs, real estate companies, car 
dealers, etc.).

b)	Foreign Politically Exposed Persons who 
hold or have held important official positions 
(PEPs), their family members and close 
associates.

c)	Offshore companies.
d)	Companies established in countries known 

to be tax havens.
e)	The non face-to-face customers of the bank.
f)	 Customers dealing only through 

intermediaries.
g)	Customers dealing through fiduciary 

contracts or trusts.
h)	Companies with a capital totally or partly 

constituted of bearer shares. 
i)	 Customers who are nationals or resident in 

countries that do not or insufficiently apply 
the FATF Recommendations.

2.	Country risks:
a)	The strictness of AML/CFT laws, and the 

efficiency of the regulatory and judiciary 
authorities in charge of their implementation.

b)	The existence of banking secrecy.
c)	The situation of the country regarding 

corruption and organized crime. 

3.	Service risks:
a)	Private Banking.
b)	Payable Through Accounts, which are 

accounts opened by banks and financial 
institutions at other banks and put at their 
customers’ disposal to be used directly or 
through subaccounts.

c)	Electronic Banking.
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Second:	Establish risk-based control measures and 
procedures and adopt at least, concerning 
Foreign Politically Exposed Persons, 
customers and operations classified as high 
risks according to risk scoring, the following 
measures and procedures:

1.	To raise awareness concerning strict control 
as a priority.

2.	To obtain more detailed information about 
customers (Increased KYC Levels), notably 
the source of their wealth.

3.	To obtain, according to risk levels, the 
necessary administrative approvals, in order 
to deal or continue to deal with customers and 
to execute operations.

4.	To review periodically the relationship with 
customers.

5.	To make continuous peer comparisons.

6.	To set up an adequate system in order to 
determine whether the foreign customer is a 
Politically Exposed Person.

Third:	 Take into consideration the duration of the 
business relationship and prior dealings with 
the customer.

Fourth: 	Use specialized software for performing controls 
according to the adopted classification.

Fifth:	 Adopt, based on the obligations stipulated 
in this Article, a special policy for classifying 
risks and determining control procedures to 
be applied by the concerned parties.

Section IV - Committees and administrative 
units in charge of the control of operations 
for fighting money laundering and terrorist 

financing, and their tasks

Article 10 
Each bank operating in Lebanon must: 

1.	Establish a specialized committee (hereafter the 
Special Committee for Fighting Money Laundering 
and Terrorist Financing or AML/CFT Special 
Committee), formed of: the Director General or any of 
his/her assistants, the Head of the Risk Committee, 
the Director of Operations, the Head of the Internal 
Audit Unit, the Director of Branches, and the Head 
of the Unit stipulated in paragraph 2 below.

2.	Establish the AML/CFT Compliance Unit (hereafter 
the Compliance Unit). This Unit’s Head must have 
sufficient experience in fighting money laundering 
and hold specialized certificates such as the CAMS 
– Certified Anti-Money Laundering Specialist – and 
its staff must have the required skills. The Unit must 
have the necessary resources to fulfill its duties.

3.	Appoint, in each of the bank’s branches, an 
AML/ CFT Branch Officer in charge of controlling 
the operations.

Article 11 
As far as each is concerned, the committees and 
administrative units established at the banks, as well 
as other concerned officers at the bank, must comply 
with the procedures aiming at controlling, fighting and 
preventing money laundering and terrorist financing 
operations. These procedures include, for indicative 
purposes but not restrictively, the following: 

1.	Regarding the AML/CFT Special Committee 
mentioned in Paragraph 1 of Article 10:

a)	To prepare a procedure guide for implementing 
the provisions of the Law on Fighting Money 
Laundering and the provisions of these 
Regulations.

b)	To prepare a Form for customer’s identification 
(KYC: Know Your Customer) that includes 
basic information to be provided about 
customers, in particular those specified in 
Article 3 of these Regulations, for indicative 
purposes but not restrictively.

c)	To ascertain the proper implementation and 
effectiveness of AML/CFT procedures and 
regulations.

d)	To review periodically the above-mentioned 
procedures and regulations, and to develop 
them in line with the latest employed 
methods.

e)	To prepare a staff training program concerning 
the methods of controlling financial and 
banking operations in order to fight money 
laundering and terrorist financing.

f)	 To review the reports submitted by the 
Compliance Unit and the Internal Audit Unit on 
adopted procedures, unusual operations and 
high-risk accounts, regarding cash deposits 
and withdrawals, and transfers, and the link 
between these operations and economic 
activities.

g)	To comment on the reports mentioned in 
Paragraph f above, and to submit comments 
to the Board of Directors.

h)	To monitor, when the operation totals or 
exceeds USD 10,000 or its equivalent, the 
adequacy of exemption procedures whereby 
some well-known customers are exempted 
from filling the cash transaction slip, and also 
to determine the exemption ceiling and to 
modify it according to developments in the 
customer’s economic situation.

2.	Regarding the Compliance Unit: 

a)	To ascertain that concerned employees 
are complying with the procedure guide on 
the implementation of AML/CFT legal and 
regulatory texts, that the KYC forms are 
properly filled and to prepare reports to this 
effect.
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b)	To review periodically the effectiveness of  
AML/CFT procedures and regulations, and to 
propose amendments thereon to the AML/CFT 
Special Committee mentioned in Paragraph 1 
of Article 10, for taking appropriate decisions 
with the approval of Management.

c)	To review the daily/weekly reports received 
from the concerned departments and branches 
about cash operations and transfers.

d)	To monitor all the customer’s accounts and 
operations on a consolidated basis, (in and 
off balance sheet) at the Head Office and at all 
branches in Lebanon and abroad, to make sure 
that they are compatible with the information 
provided in the KYC Form and with any other 
information held by the bank.

e)	To investigate unusual operations, notably 
those mentioned in Paragraph 1 of Article 7 
and Paragraph (a) of Article 8, provided the 
reasons behind these operations and their 
purpose are verified, the findings documented 
and retained for a five-year period then 
submitted to the SIC upon request; and also to 
prepare a periodical (at least, monthly) report 
to this effect, to be submitted to the AML/CFT 
Special Committee.

f)	 To approve the opening of accounts for 
exchange institutions.

g)	To control the accounts of the exchange 
institution on a consolidated basis.

h)	To prepare the agenda of the AML/CFT Special 
Committee.

i)	 To notify directly the Chairman of the Board/
Director General if the Compliance Unit is in 
possession of evidence or doubts that the 
banking operation involves money laundering 
or terrorist financing.

3.	Regarding Internal Audit:

a)	To audit cash operations, transfers, and 
account movements.

b)	To ascertain that branches and specialized 
sections are complying with the procedure 
guide on the implementation of AML/CFT legal 
and regulatory texts, and that the KYC Forms 
are properly filled.

c)	To report discrepancies to the appointed 
Auditor, through a periodical report.

d)	To inform the Compliance Unit through reports 
concerning the stipulations of Paragraphs a, b  
and c above, and any risky or unusual 
operations. 

4.	Regarding the Officer responsible for operations 
control at the branch, either the Branch Director or 
the Branch Operations Manager:

a)	To ascertain that the branch’s employees 
are complying with the procedure guide on 

the implementation of AML/CFT legal and 
regulatory texts, and that the KYC forms are 
properly filled.

b)	To control cash operations, transfers, and any 
other account-related operations, in particular 
those carried out through ATMs, and all other 
operations carried out electronically (non face-
to-face banking).

c)	To inform the Compliance Unit about any 
unusual operations, and about the extent of 
the branch’s compliance with the required 
procedures.

5.	Regarding the Head of the Transfers Section:

a)	To verify transfers credited to customers’ 
accounts, particularly electronic transfers 
that do not include the name of the originator 
(ordering customer), exceed a specified 
amount and do not follow a usual pattern, in 
view of the nature and size of the customer’s 
activities. To verify also the accounts in which 
recurrent or unusual transfers are made, and 
to ascertain the validity of these transfers in 
relation to the veracity of their sources.

b)	To report to the Compliance Unit, through 
the Officer responsible for operations control 
at the branch, any doubtful transfer that may 
involve money laundering or terrorist financing 
operations.

c)	To retain for a five-year period at least, a record 
including all the information accompanying a 
cross-border wire transfer received from an 
ordering financial institution, where limitations 
prevent this information from being transmitted 
when the bank executes a related domestic 
wire transfer.

6.	Regarding Cashiers:

a)	To require from customers, except from those 
exempted, to fill and sign a cash transaction 
slip (CTS), which must include in addition 
to the amount involved, information on the 
object of the operation, the source of funds, 
and the economic right owner, in case of cash 
deposits totaling or exceeding USD 10,000 
or its equivalent, or in case of multiple cash 
deposits involving lower amounts but totaling 
or exceeding USD 10,000 or its equivalent.

b)	To prepare special tables for operations that 
exceed the ceiling specified for customers 
exempted from filling the cash transaction slip, 
and to take the necessary technical measures 
to safeguard these tables, in order to make 
them available, upon request, to the Internal 
Audit Unit, the External Auditors, or the SIC.

c)	To report to the Compliance Unit, through the 
Officer responsible for operations control at 
the branch, any doubtful cash deposit that 
may involve money laundering or terrorist 
financing operations. 
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7.	Regarding the Head of the Check Section:

a)	To give caution and attention to checks 
endorsed to a third party and to bank checks 
that are not deposited by the first beneficiary, 
as well as to traveler’s checks and checks 
issued by institutions in foreign countries, in 
addition to those in which the identity of the 
account holder is not specified.

b)	To report to the Compliance Unit, through the 
Officer responsible for operations control at 
the branch, any check deemed suspicious.

c)	To make sure that checks are not credited to 
customers’ accounts before being effectively 
collected from the issuing banks.

8.	Regarding the Branch Director: 

a)	To perform, when necessary, the functions of 
the Officer responsible for operations control 
at the branch.

b)	To review account opening operations, to 
approve the exemption of certain customers 
from filling cash transaction slips, and to 
determine the ceilings of exemption, based 
on relevant criteria. The Branch Director 
must also submit the names of exempted 
customers and the ceilings of exemption 
to the AML/CFT Special Committee for 
consideration.

c)	To coordinate with the Credit Director 
concerning debit accounts, and with 
the Branches Director concerning credit 
accounts.

d)	To make personally or to entrust the Branch 
Accounts Officer with making periodical visits 
to debtor customers to take cognizance of their 
business, assess their accounts’ movements, 
and prepare a relevant report of which a copy 
must be submitted to the Compliance Unit 
in case it shows the occurrence of unusual 
operations.

Section V - Final Provisions

Article 12 

First:	 Each bank must: 

1.	Establish a computerized central archive for 
collected information about money laundering and 
terrorist financing operations that includes, at least, 
the names circulated by the SIC, and those of 
holders of doubtful accounts reported by the bank 
itself. The latter must also notify the SIC of any 
account opened subsequently by any of these 
persons, whether directly, indirectly, or by proxy, 
as long as the SIC has not taken a decision stating 
that there were no reasonable grounds, at the 
present time, to justify the doubts that have arisen 
in relation to any of these persons.

2.	Train the employees on a permanent basis, and 
ensure that the concerned employees and those in 
charge of the training program take part in relevant 
seminars, workshops and lectures, so as to keep 
them abreast of the latest AML/CFT methods.

3.	Not close any suspicious account before consulting 
with the SIC.

4.	Retain a special record of persons who open or 
activate accounts by proxy.

5.	Impose, for employees’ recruitment, the highest 
standards of honesty and integrity.

6.	Require from their staff, subject to liability, to 
maintain absolute confidentiality and to refrain from 
notifying or permitting the notification of customers 
or any other party that the bank has or will inform 
the SIC in case of evidence or doubts about the 
existence of ML/TF operations, or that the SIC 
investigates or inquires about their operations 
or accounts, until the SIC decides to lift banking 
secrecy on the said accounts and to notify the 
concerned parties.

7.	When resorting to intermediaries such as brokers 
and introducers, to deal only with those who meet 
the criteria required from banks and financial 
institutions towards their customers, and to obtain 
immediately from them the information required 
under the due diligence principle, as well as, upon 
request, copies of any necessary documents. In 
addition, to remain vigilant when dealing with third 
parties residing in countries that do not apply the 
FATF Recommendations sufficiently.

Second:	The branches of Lebanese banks operating 
abroad must, as a minimum, adopt the 
procedures mentioned in these Regulations. 
In case this proves to be impossible due 
to the Regulations incompatibility with the 
mandatory laws and regulations in force in the 
host country, the bank must inform the SIC.

Article 13
The External Auditor of the bank must: 

1.	Review the internal audit procedures to ascertain  
compliance by the bank with the provisions of the 
law and of these Regulations. In this respect, the 
External Auditor shall prepare an annual report 
to be submitted to the Board of Directors of the 
bank, to the Governor of Banque du Liban, and 
to the Banking Control Commission. In addition 
to the audit results and to the External Auditor’s 
propositions to enhance operations control, the 
said report must include detailed information about 
the verification of the bank’s compliance with at 
least the following obligations hereinafter stated for 
indicative purposes but not restrictively :

a)	To comply with the provisions of Articles 3, 4, 
5, 6, 10, 11, and 12 of these Regulations.

b)	To fill the KYC Forms.
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c)	To adopt a policy and written procedures 
concerning the acceptance and opening of 
new customers’ accounts.

d)	To enquire about the source of received funds 
and their final destination, and about the 
reasons of cash operations, as specified in 
the Law on Fighting Money Laundering and 
in these Regulations; to set ceilings for cash 
deposits and withdrawals, and for incoming 
transfers from abroad that must be given due 
diligence; and to adopt deposit forms that 
show the source of deposited funds when 
a deposit or the total of several deposits 
exceeds the specified ceiling.

e)	To prepare periodical reports (at least, 
quarterly) on the movement of cash deposits 
and withdrawals, and on incoming transfers to 
customers’ accounts. These reports must be 
reviewed by Management Officers and by the 
Internal Audit Unit.

f)	 To include, in the adopted internal audit 
procedures, specific measures for reviewing 
compliance with the said procedures. 

2.	To report immediately to the Governor of Banque 
du Liban, in his capacity as SIC Chairman, any 
violation of the provisions of these Regulations. 

Article 14
The provisions of these Regulations shall apply to 
financial institutions operating in Lebanon.

Beirut, May 18, 2001 
The Governor of Banque du Liban 
Riad Toufic Salamé

BDL Basic Circular No. 3 
Implementation Rules of the Law  

regulating the Money Exchange Profession

(These rules were last amended by BDL Intermediate 
Circular No. 272 dated August 22, 2011)

Section 5: Miscellaneous Provisions

Article 9
Exchange institutions are required to send promptly to 
the concerned bank a notification including:

1.	Information about any check issued by the exchange 
institution and drawn on the concerned bank, or 
about any banking operation performed through 
the said bank on behalf of the exchange institution’s 
customers, particularly whether or not the check-
related transaction or the banking transaction was 
performed against an amount received in cash, 
in addition to information about the source and 
destination of funds, and the identity of both the 

beneficiary and the economic right owner, when 
the check or operation exceeds USD 10,000 or its 
equivalent.

2.	The information mentioned in Paragraph 1 of this 
Article, concerning any transfer performed through 
the bank in favor of third persons in Lebanon and 
resulting from an exchange operation or cross-
border transportation of cash and/or precious 
metals, regardless of the amount being transferred.

Article 10
The exchange institution is prohibited from opening 
bank accounts at a bank where any of the institution’s 
owners, partners, shareholders, directors or authorized 
signatories holds an account. The spouse and the 
dependent ascendants and descendants of these 
persons shall be considered as a single person. 
Accounts held by exchange institutions at banks shall 
be used solely to perform exchange operations.

Article 11
All exchange institutions must:

•	 Communicate to the Banking Control Commission 
the name of the banks where they hold accounts 
and notify it of any subsequent change therein.

•	 Take the required measures to communicate to 
the Banking Control Commission the names of 
the banks where any of the persons mentioned in 
Article 10 above holds an account, and notify it of 
any subsequent change therein.

Article 12
Exchange institutions are required, when receiving 
from a customer cash amounts and/or metal coins and 
bullion (hereafter “precious metals”) to be converted 
into other currencies and/or precious metals, or when 
undertaking cross-border transportation of cash and/
or precious metals, to carry out these operations solely 
in one of the following manners:

•	 by delivering cash amounts and/or precious metals 
to the customer, according to the case

•	 by issuing a check in the customer’s name payable 
to the first beneficiary only

•	 by a transfer order to the concerned customer’s 
account in a bank operating in Lebanon or abroad, 
with no request to make a transfer to a third 
person except within Lebanon, and provided the 
obligation mentioned in Paragraph 2 of Article 9 
of these Rules is fulfilled, regardless of the amount 
being transferred.

Article 13

1.	All exchange institutions are prohibited from:

•	 Making direct cash deposits in their customers’ 
bank accounts

•	 Accepting any proxy on behalf of their 
customers.
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BDL Basic Circular No. 111

Addressed to Banks, Financial Institutions, Financial 
Intermediation Institutions, Leasing Companies, 

Exchange Institutions, and the Public

Cash Transfers in accordance with the Hawala System

Article 1
For the purpose of implementing the provisions of 
this Decision, the term “Hawala” shall mean informal 
systems for money transferring, which are outside 
the conventional financial sector and are used by 
institutions and individuals, including Hawala brokers 
and intermediaries (Hawala Dar).   

Article 2
Money exchange institutions of Category “A” are the only 
institutions entitled to carry out Hawala cash transfers, 
whether for their own account or on behalf of a third 
party.

Article 3
Any money exchange institution of Category “A” wishing 
to carry out “Hawala” cash transfers must:

1.	Send to the Banque du Liban a prior, written 
notification. 

2.	Keep, for a minimum five year period, Hawala records 
that include, at least, the information mentioned 
in the Form attached to this Decision, in addition 
to photocopies of official documents pertaining to 
concerned clients. 

Article 4
Institutions whose status is inconsistent with the 
provisions of this Decision are granted a six month period 
to abide by these provisions and regularize their situation 
accordingly, particularly as regards the implementation 
of Article 3, Paragraph (1) of this Decision.

Article 5 
This Decision shall come into effect upon its issuance.

Article 6
This Decision shall be published in the Official Gazette.

Beirut, September 24, 2007 
The Governor of Banque du Liban  
Riad Toufic Salamé

2.	Exchange institutions classified as Category 
“A” are prohibited from making any transfer in 
excess of USD 1,500 that does not result from an 
exchange operation or a cross-border transport 
operation, when the transfer consists of receiving 
cash amounts from customers then transferring 
them to third persons whether in Lebanon or 
abroad through the institution’s bank accounts. 

Article 14
In the course of their activities, all exchange institutions 
must comply with the following:

•	 Not open any kind of deposit accounts for 
customers, whether temporary or transitional, 
against the cash amounts it receives from the 
latter.

•	 Perform the operations that fall within their 
legally authorized duties, solely through their 
bank accounts and without using the personal 
accounts held by any of the persons mentioned 
in Article 10 above.

Article 15
Exchange institutions classified as Category “A” must 
comply with the following conditions:

1.	Set sufficient and efficient procedures to combat 
money laundering and terrorism financing.

2.	Appoint a Compliance Officer in order to control the 
institution’s compliance with the laws in force and 
the regulations and recommendations issued by 
Banque du Liban, the Banking Control Commission 
and the Special Investigation Commission (SIC), 
particularly the Regulations on the Control of 
Financial and Banking Operations for Fighting Money 
Laundering and Terrorist Financing (AML/CFT), where 
applicable.

3.	The Compliance Officer must attend, on a 
continuous basis, AML/CFT training sessions or 
obtain specialized certificates in this field such 
as the CAMS – Certified Anti-Money Laundering 
Specialist – specified in Basic Decision No. 9286 of 
March 3, 2006 attached to Basic Circular No. 103.

4.	Establish a computerized central archive for 
information collected about money laundering and 
terrorist financing operations that include, at least, 
the names circulated by the Special Investigation 
Commission.

5.	Verify periodically the skills and ethical qualifications 
of its employees.

Exchange institutions whose status is inconsistent 
with the provisions of paragraphs 2 and 4 of this Article 
are granted a time limit ending on January 2, 2012 to 
adjust their situation accordingly. 

Beirut, September 27, 2001 
The Governor of Banque du Liban 
Riad Toufic Salamé
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Article 3
The text of Article 1 of Basic Decision No. 8024 of 
January 11, 2002 is repealed and replaced with the 
following one:
“Exchange institutions that undertake cross-border 
transportation of cash and/or metal coins and bullion 
(hereafter “precious metals”) from and to Lebanon must 
comply with the following conditions simultaneously:

1.	Their capital must not be less than five billion 
Lebanese pounds.

2.	They must appoint an external auditor selected 
among internationally renowned audit firms.

3.	They must separate the accounting entries relating 
to cross-border transportation of cash and/or 
precious metals from the accounting entries of their 
other operations.

4.	They must comply with the provisions of the 
Law on Fighting Money Laundering and with all 
other relevant regulations issued by Banque du 
Liban and the Special Investigation Commission 
(SIC), particularly the Regulations on the Control of 
Financial and Banking Operations for Fighting Money 
Laundering and Terrorist Financing (AML/CFT), 
where applicable.

5.	They must appoint a Compliance Officer or a 
Compliance Unit in order to control the institution’s 
compliance with the laws in force and the regulations 
and recommendations issued by Banque du Liban, 
the Banking Control Commission and the SIC, 
particularly the Regulations on the Control of 
Financial and Banking Operations for Fighting 
Money Laundering and Terrorist Financing, where 
applicable.

6.	The Compliance Officer or the Head of the 
Compliance Unit must attend, on a continuous basis, 
AML/CFT training sessions or obtain specialized 
AML/CFT certificates such as the CAMS -Certified 
Anti-Money Laundering Specialist- specified in 
Basic Decision No. 9286 of March 9, 2006 attached 
to Basic Circular No. 103.

7.	They must appoint an Internal Audit Officer to 
perform internal audit on their operations.

The concerned institutions are granted a time limit 
ending on December 31, 2011 to comply with the 
provisions of paragraphs 2, 3, 5 and 7 of this Article, 
and another time limit ending on March 31, 2012 to 
comply with the provisions of paragraph 1 thereof.”

Article 4
Articles 2, 3 and 4 shall be added to Basic Decision  
No. 8024 of January 11, 2002 and shall read as follows:
“Article 2
Banks and exchange institutions that undertake 
cross-border transportation of cash and/or precious 
metals from and to Lebanon must provide the Banking 
Control Commission and the BDL Financial Markets 
Department, at the end of each month and for each 
currency and each metal, with the following:

Banque du Liban 
Intermediate Circular No. 99

Addressed to Banks and Financial Institutions, and 
to Institutions Dealing with Electronic Financial 

and Banking Transactions

Article 1 
Article 9 of Basic Decision No. 7548 of March 30, 2000, 
shall be amended by adding a fourth paragraph, which 
reads as follows:

 «	When undertaking electronic money transfers, 
including those initiated through debit or credit 
cards, to include accurate and meaningful originator 
information (full name, address and account 
number, or the number of a special reference in the 
absence of an account number) on fund transfers 
and related messages that are sent, and the 
information should remain with the transfer through 
the payment chain. 

•	Regarding electronic money transfers carried out 
within Lebanon, the required information may be 
limited to the account number, or to any piece 
of information allowing to trace the transaction 
and identify the ordering customer, provided the 
information required in the above-subparagraph is 
given completely to the competent authorities or 
the transfer beneficiary (bank, financial institution…) 
within three working days from the date of a 
request.»

Article 2 
This Decision shall become effective upon its issuance. 

Article 3 
This Decision shall be published in the Official Gazette. 

Beirut, December 23, 2005 
The Governor of Banque du Liban 
Riad Toufic Salamé

Banque du Liban 
Intermediate Circular No. 263

Addressed to Banks and Exchange Institutions

Cross-border transportation of cash  
and precious metals

Article 1
The title of Basic Decision No. 8024 of January 11, 
2002 is repealed and replaced with: 
“Cross-border transportation of cash and precious 
metals”.

Article 2 
The numbering of Articles 2 and 3 of Basic Decision 
No. 8024 of January 11, 2002 is amended to read as 
Articles 5 and 6, respectively. 
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Banque du Liban 
Intermediate Circular No. 273

Addressed to Banks, Financial Institutions  
and Financial Intermediation Institutions

Article 1
The text of Paragraphs 2 and 3 of Article 2 of Basic 
Decision No. 6213 of June 28, 1996 is repealed and 
replaced with the following one:

“2.	 In order to carry out their activities, financial 
intermediation institutions are entitled to perform 
operations that are complementary to their object. 
However, they are prohibited from:

a)	Undertaking exchange operations, except 
when such operations are complementary or 
related to those performed, within the limits of 
their object, on behalf of their customers. 

b)	Undertaking cross-border transportation of 
cash, metal coins and bullion.

c)	Undertaking any commercial or industrial 
activity or any activity not related to financial 
intermediation.

3.	Financial intermediation institutions are prohibited 
from:

a)	Receiving funds from their customers, unless 
through checks or transfers, including those 
received for the purpose of creating or 
covering all margins.

b)	Executing, at their customers’ request in favour 
of third parties in Lebanon or abroad, foreign 
or domestic incoming transfers in excess of 
USD 1,500.”

Article 2
This Decision shall come into force upon its issuance.

Article 3
This Decision shall be published in the Official Gazette

Beirut, August 22, 2011 
The Governor of Banque du Liban 
Riad Toufic Salamé

Banque du Liban 
Intermediate Circular No. 274

Addressed to Financial Institutions

Article 1
Article 7 bis of Basic Decision No. 7136 of October 22, 
1998 is repealed and replaced with the following one:
“All financial institutions are prohibited from:

1.	Undertaking exchange operations, except when 
such operations are complementary or related to 
those performed, within the limits of their object, on 
behalf of their customers.

a)	a monthly position prepared according to 
Form No. 1 exhibiting clearly the total cross-
border transportation volume of cash and/or 
precious metals, from and to Lebanon.

b)	a monthly position prepared according to 
Form No. 2 exhibiting clearly the number of 
cross-border transport operations of cash 
and/or precious metals from and to Lebanon.

c)	a monthly position prepared according to 
Form No. 3 exhibiting the total transportation 
volume of cash and/or precious metals inside 
Lebanon, computed on the basis of operations 
performed among these institutions, and 
between these institutions and the banks and 
institutions regulated by Banque du Liban and 
not undertaking cross-border transportation 
of cash and/or precious metals.

d)	a monthly position prepared according to 
Form No. 4 exhibiting all transport operations 
inside Lebanon of cash and/or precious metals 
whose amount is equivalent to or in excess of 
USD 10,000.

Article 3
Banks that do not undertake cross-border 
transportation of cash and/or precious metals 
from and to Lebanon must provide the Banking 
Control Commission and the BDL Financial 
Markets Department with a monthly position 
prepared according to Form No. 3, exhibiting the 
transportation volume of cash and/or precious 
metals inside Lebanon, computed on the basis of 
operations performed by these banks, and between 
these banks and the institutions regulated by 
Banque du Liban and not undertaking cross-border 
transportation of cash and/or precious metals.

Article 4
The monthly positions mentioned in Articles 2 and 
3 above shall be sent on compact discs within ten 
days from the end of the reported month, whether or 
not cross-border transport operations of cash and/
or precious metals from and to Lebanon or transport 
operations of cash and/or precious metals inside 
Lebanon have taken place.”

Article 5
The monthly table exhibiting the total volume of cross-
border transportation of foreign currencies from and 
to Lebanon attached to Basic Circular No. 8024 of 
January 11, 2002 is repealed. 

Article 6
This Decision shall come into force upon its issuance.

Article 7
This Decision shall be published in the Official Gazette

Beirut, May 21, 2011 
The Governor of Banque du Liban 
Riad Toufic Salamé
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2.	Undertaking cross-border transportation of cash, 
metal coins and bullion.

3.	Receiving funds from their customers, unless 
through checks or transfers, including those 
received for the purpose of creating or covering 
all margins. They are, however, entitled to receive 
from a single customer cash amounts whose 
monthly total does not exceed the equivalent of 
USD 10,000, as reimbursement of the advances 
granted by these institutions (including factoring 
operations). They are also entitled to perform, 
in a secondary manner, various services that do 
not include financial intermediation (property 
management, phone bills’ domiciliation…).

4.	Executing, at their customers’ request in favor of third 
parties in Lebanon or abroad, foreign or domestic 
incoming transfers in excess of USD 1,500.”

Article 2
This Decision shall come into force upon its issuance.

Article 3
This Decision shall be published in the Official Gazette

Beirut, August 22, 2011 
The Governor of Banque du Liban 
Riad Toufic Salamé

Special Investigation Commission
Circular 1

Addressed to Institutions Not Governed by 
the Banking Secrecy Law

All institutions not governed by the Banking Secrecy 
Law of 3/9/1956, including individual institutions, 
and particularly money dealers, financial brokerage 
firms, leasing companies, mutual funds, insurance 
companies, real estate development, promotion and 
sale companies, high-value items merchants (jewelry, 
precious stones, gold, works of art, archeological 
artifacts), must abide by the provisions of Law 
318 of 20/4/2001 (on fighting money laundering), 
especially in keeping special records for operations 
whose value exceeds an amount of ten thousand 
dollars or the equivalent. 
The above-mentioned institutions must also 
report, in accordance with the attached form, any 
suspicious, money-laundering operation. 
This Circular shall be published in the Official Gazette 
and shall be effective upon its publication.

Beirut, July 4, 2001 
The Governor of Banque du Liban 
Chairman of the Special Investigation Commission 
Riad Toufic Salamé

Special Investigation Commission
Circular 2

Addressed to Banks and Other Institutions 
Bound to Report on Money Laundering Operations

Pursuant to the Decision taken by the Special 
Investigation Commission (SIC) in its meeting of 
10/7/2001,
Pursuant to the provisions of Article 7, Paragraph 1, 
and Article 11 of Law 318 of 20/4/2001 on Fighting 
Money Laundering, and to the provisions of Article 
6 of the Regulation on the Control of Financial and 
Banking Operations for Fighting Money Laundering, 
attached to BDL Decision 7818 of 18/5/2001,
All Banks and other institutions bound to report on 
money laundering operations, when reporting details 
of operations suspected or ascertained to be involving 
money laundering, must send information in a sealed 
envelope on which the expression “Strictly Confidential” 
is clearly indicated. The envelope should be addressed, 
as specified by law and regulations according to the 
case, to the Secretariat of the SIC Chairman/Governor 
of the Banque du Liban, or to the SIC Secretariat.

This Circular shall be published in the Official Gazette 
and shall be effective upon its publication.

Beirut, July 20, 2001  
The Governor of Banque du Liban 
Chairman of the Special Investigation Commission 
Riad Toufic Salamé

Special Investigation Commission  
Circular 4 amended by Circular 13  

Addressed to Banks & Financial Institutions 

SIC Circular 4

In reference to the Regulations on the Control of 
Financial and Banking Operations for Fighting Money 
Laundering attached to the basic Decision No. 7818 of 
May 18, 2001 especially articles 3 and 4. 

All banks and financial institutions that did not 
finalize to date re-verifying their clients’ identity 
and the beneficial owner (KYC) especially for those 
dealing with them prior to Law 318 of 20/4/2001 
are required to finalize this process no later than 
30/6/2004. This shall contain as a minimum the 
information attached to this Circular. 

Beirut, September 18, 2003 
The Governor of Banque du Liban  
Chairman of the Special Investigation Commission  
Riad Toufic Salamé 
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SIC Circular 13

Pursuant to the provisions of BDL Basic Decision 
No. 7818 of May 18, 2001 (Regulations on the 
Control of Financial and Banking Operations for 
Fighting Money Laundering and Terrorist Financing), 
particularly Articles 3 and 4 thereof, 
With reference to SIC Circular 4 of September 18, 2003 
addressed to banks and financial institutions, and
Pursuant to the SIC Decision taken in its meeting of 
May 26, 2011,
The informative statement attached to the above-
mentioned Circular 4 is replaced with statements  
No. 1 and No. 2 attached to this Circular. 

Beirut, May 27, 2011 
The Governor of Banque du Liban  
Chairman of the Special Investigation Commission  
Riad Toufic Salamé 

by the end of March following the year during which 
the audit has been carried out, the annual report 
they must prepare pursuant to Article 13 of the 
afore-mentioned Regulations. This annual report 
shall include: 

1.	The auditors’ recommendations on enhancing the 
control process, and their evaluation of internal 
control procedures adopted for fighting money 
laundering. 

2.	An explicit statement that, following the audit of 
necessary samples, the auditors have verified, 
on their own responsibility, compliance with the 
obligations specified in the attachment, as a 
minimum. 

Beirut, April 29, 2004 
The Governor of Banque du Liban  
Chairman of the Special Investigation Commission  
Riad Toufic Salamé

SIC Circular 12

Pursuant to the Regulations on the Control of 
Financial and Banking Operations for Fighting Money 
Laundering and Terrorist Financing, attached to BDL 
Basic Decision No. 7818 of May 18, 2001, particularly 
Article 13 thereof,
With reference to SIC Circular 5 of April 29, 2004 
addressed to external auditors, and
Pursuant to the SIC decision taken in its meeting of 
May 26, 2011,
The annex attached to the above-mentioned SIC 
Circular 5 is replaced with the annex attached to this 
Circular.

Beirut, May 27, 2011 
The Governor of Banque du Liban  
Chairman of the Special Investigation Commission  
Riad Toufic Salamé

Attachment To SIC Circular 5 

I.	 To verify whether or not banks/financial institutions 
comply with the following obligations:

1.	Making sure, when establishing a relation 
with a foreign correspondent bank, that the 
latter is not a shell bank, that it really exists, 
based on submitted documentary evidence, 
that it does not deal with shell banks, has a 
good reputation, is subject to a good control 
and implements sufficient and effective 
procedures to fight money laundering and 
terrorist financing. 

2.	Adopting the KYC Form that must include, 
at least, basic information about customers, 

Statement No. 1   
KYC for natural person  

: الإسم
................................................................................................

.................
......................................................First Name:  

  :Family Name............................................................................................................................................................. :إسم العائلة
 

 
    :Father’s Name...............................................................................: .............................................................................إسم الأب     

     :Mother’s Full Name...................................................................................................................................... :إسم الأم وشهرتها
                            Gender: Male           Female................................................................           أنثى                ذآر          : الجنس

    :Place and Date of Birth  ................................................................................................................: ............كان وتاريخ الولادةم
الجنسية

................................................................................................
...... :

................................................................Nationality:  
Civil Register Place and Number :.................................................: ............................................................مكان ورقم السجل

    ID/Passport Number:..............................................................................................: ................................جواز السفر/رقم الهوية
                                  Resident           Non-Resident................................................................        غير مقيم                  مقيم

 
 

    :Residential Address........................................................................................:......................................................السكن عنوان 
.................:.........رقم الهاتف

................................................................................................
....

......................................Telephone:  
      :Detailed Profession...................................................:.........................................................................................المهنة بالتفصيل
  Business Address:......................................................................:............................................................................عنوان العمل

:Previous Profession for Retired.................... ..........................:.............................................السابق للأشخاص المتقاعدين العمل   
    :Financial Status................................................................:.....................................................................................الماليالوضع 

مصدر الأموال
.........................................................................................:..........................................................:Source of Funds    

مصدر أموال آخر
.................................................................................:..................................................: Other Source of Funds

    :Purpose of the Relation...........................................................:...................................................................الغرض من التعامل
     :Nature of the Relation......................................................:....................................................................................نوع التعامل

    :Spouse’s Profession ........................................................................................................................:عمل الزوح  :Spouse’s Full Name ...........................................................:....................................................وشهرتهإسم الزوج  :Family Status................................................................................:........................................................................الوضع  العائلي
  :Beneficial Right’s Owner.....................................................................................................................:..صاحب الحق الإقتصادي

:Reason...............................................................................................:.................السبب :If BRO is other than the Account Holder                                     :غير صاحب الحساب صاحب الحق الإقتصاديفي حال آان  :Name  .......................................................................................................:.............الإسم :Address.........................................................................................:.....................العنوان .........:المهنة
................................................................................................

.
 Profession: :Financial Status.................................................................:.....................الوضع المالي   

   :Date.......................................................................................................................................: ............................................التاريخ
    :Specimen of Signature                                                                       :               توقيعالنموذج                  

Statement No. 2   
KYC for legal entity  

  

  

الإسم
.................................................................... :

.....................
.......................................................................................... Name:  

  
: التسجيلمحل وتاريخ 

....................................................................
..........................................

Place and Date of Registration:  

  
الجنسية

....................................................................................................... :
...............................................................Nationality:  

  
العنوان

....................................................................:
.........................................................................................................Address:    

  
رقم الهاتف

.....................................................................................:
...............................................................................Telephone:  

    :Detailed Activity...........................................................................................................:......................................بالتفصيل النشاط

.................................:................ونسبة الحصص الرئيسيين أسماء الشرآاء
Names of Main Partners & Percentage of Shares: 

أسماء المفوضين بالتوقيع
.....................................:.........................................................

Names of Authorized Signatories:……

أسماء الممثلين القانونيين
........................................................:..........................................

Names of Legal Representatives:…

..............................................................................:.............................ريسم المدإ
Name of Manager:………..............................

  

:........................................................)....احربأت، مبيعا( الوضع المالي
................................ 

Financial Status (Sales, Profits…):
  

  
مصدر الأموال

...................................................................................:
...............................................................Source of Funds:   

  
حجم الأموال السنوي المتوقع على الحساب

......................:....................................................
  Expected Annual Account Turnover:

  
.......................................................................................:.................................الغرض من التعامل

Purpose of the Relation:……

  
:..............................................نوع التعامل

......................................................................................Nature of the Relation:……

صاحب الحق الإقتصادي
..........................................................................:

.............................................Beneficial Right’s Owner:  

                   :     غير مالك الشخص المعنويصاحب الحق الإقتصادي في حال آان 
If BRO is other than the legal entity’s owner:
 

...............................................................:...................السبب
....................................Reason:

:.....................الإسم
........................................................

............................................. Name:

:.....................العنوان
.........................................................................

.....................Address:

:.....................المهنة
.............................................................

........................................Work:

:.....................الوضع المالي
......................................................................Financial Status:

: .................................التاريخ
...................................................................

.............................................................................. Date:  

  

  
  :Specimen of Signature                                                                              :          توقيعالنموذج              

  
  
  
  
  

  
  

Special Investigation Commission
Circular 5 amended by Circular 12 

 Addressed to External Auditors 

SIC Circular 5

Pursuant to the Regulations on the Control of Financial 
and Banking Operations for Fighting Money Laundering, 
attached to Basic Decision No. 7818 of May 18, 2001, 
particularly to the provisions of Article 13, 

External auditors at banks and financial institutions 
are requested to submit to the relevant authorities, 
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as required by amended SIC Circular 4; 
checking the identity of permanent and 
transient customers, residents and non-
residents, and the identity of their proxies; 
obtaining from natural persons documents 
proving their identity, and from legal entities 
duly authenticated documents about their 
statutes, the registration certificate, the 
ownership structure, a list showing the 
distribution of stock or shares (whether 
directly or indirectly), a list with the names of 
authorized signatories, a copy of the identity 
of the legal representative, the directors and 
the natural persons owning, whether directly 
or indirectly, a share that gives them effective 
control over the company’s management; and 
implementing due diligence measures on the 
non-professional proxy. 

3.	Checking periodically the identity of 
customers and re-determining the identity of 
economic right owners, including the owners 
of accounts opened before the promulgation 
of the Law on fighting money laundering; and 
preparing timed action plans for the fulfillment 
of these obligations. 

4.	Adopting a special Form for determining 
the economic right owner’s identity and the 
source of funds, as stipulated in Articles 4 
and 7 of the Regulations on the Control of 
Financial and Banking Operations for Fighting 
Money Laundering and Terrorist Financing, 
and circulating this Form to all branches for 
using it in case of doubt about the economic 
right owner’s identity or the source of funds. 

5.	Retaining information on the customer, at 
least for five years after closing the account 
or ending the business relation, particularly 
the customer’s full name, residential address, 
occupation and financial status, in addition 
to copies of all documents used to verify 
the above-mentioned information. Retaining 
as well copies of all operations-related 
documents, for at least five years after 
performing the operation.

6.	 Establishing the Special Committee for 
Fighting Money Laundering and Terrorist 
Financing stipulated in Article 10, Paragraph 1 
of the Regulations on the Control of Financial 
and Banking Operations for Fighting Money 
Laundering and Terrorist Financing, and 
specifying its tasks pursuant to Article 11 of 
these Regulations. The fulfillment of these 
tasks must be verified by the external auditor. 

7.	Establishing "the Compliance Unit" stipulated 
in Article 10, Paragraph 2 of the Regulations 
on the Control of Financial and Banking 
Operations for Fighting Money Laundering and 
Terrorist Financing, and specifying its tasks 
pursuant to Article 11 of these Regulations. 

The fulfillment of these tasks must be verified 
by the external auditor, based on the reports 
prepared by this Unit. 

8.	 Establishing a computerized central archive for 
collected information that includes, at least, 
the names circulated by the SIC, and those of 
holders of doubtful accounts reported by the 
bank or financial institution. This archive must 
be updated on a continuous basis.

9.	 Using a special register or a software program 
that records the names of persons who open 
or activate accounts by proxy. 

10.	 Using specialized software programs enabling 
the retrieval of periodical reports for monitoring 
customers’ accounts and the operations to 
which apply, for indicative purposes and not 
restrictively, the indicators specified in Article 
8 of the Regulations on the Control of Financial 
and Banking Operations for Fighting Money 
Laundering and Terrorist Financing. 

11.	 Appointing, in each of the bank/financial 
institution’s branch, an Officer responsible 
for the control of operations, who shall fulfill 
his duties, particularly, in monitoring cash 
operations, transfers and any other operations. 

12.	 Reporting to the Governor of Banque du Liban, 
in his capacity as SIC Chairman, any operation 
suspected of involving money laundering and 
terrorist financing.

13.	 Ensuring the continuous training of the 
concerned staff and officers and their 
participation in seminars, workshops and 
conferences, so as to keep them abreast of 
AML/CFT methods.

14.	 Preparing a procedure guide about the 
obligations stipulated in the Regulations on the 
Control of Financial and Banking Operations 
for Fighting Money Laundering and Terrorist 
Financing. This guide must take into account 
the structure of the bank/financial institution and 
its departments, and must be communicated 
to all employees and branches for adoption.

15.	 Receiving the notification stipulated in Article 7, 
Paragraph 2 of the Regulations on the Control of 
Financial and Banking Operations for Fighting 
Money Laundering and Terrorist Financing.

16.	 Adopting a risk-based approach to classify 
customers and operations according to risk 
levels, and establishing risk-based control 
measures and procedures, as specified in 
Article 9 of the Regulations on the Control of 
Financial and Banking Operations for Fighting 
Money Laundering and Terrorist Financing.

II.	 To verify, in the bank/financial institution, that the 
Internal Audit Director, the Officer responsible for 
operations control at the branch, the Head of 
Transfers and Checks Sections, the cashiers, and 
the branch director are fulfilling their obligations, 
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as stipulated in Article 11 of the Regulations on the 
Control of Financial and Banking Operations for 
Fighting Money Laundering and Terrorist Financing.

III.	To verify whether the decision taken by the director 
of the bank/financial institution’s branch to exempt 
some customers from filling the cash transaction 
slip (CTS) and to set ceilings for such exemptions 
was based on valid criteria that justify these 
exemptions and ceilings, and to make sure that the 
CTS is filled by non-exempted customers.

IV.	To verify basic obligations that are not included 
in the procedure guide stipulated in Article 11, 
Paragraph 1, Subparagraph (a) of the Regulations on 
the Control of Financial and Banking Operations for 
Fighting Money Laundering and Terrorist Financing, 
or that are in contradiction with the said guide. 

Special Investigation Commission  
Circular 7 

Addressed to Financial Brokerage Firms

Pursuant to Law 318 of April 20, 2001 on Fighting 
Money Laundering and its amendments, particularly 
Article 4 and Article 7 (paragraph 1), financial 
brokerage firms are requested to comply with the 
following provisions as a minimum: 

1.	 To ascertain the identity and business of 
correspondent banks and require them to produce 
documented evidence proving they are not shell 
banks. 

2.	 To check the identity of permanent and transient 
clients, residents and non-residents, and that 
of their proxies. To obtain from individuals 
documents proving their identity and residence, 
and from legal entities registration documents, 
statutes and addresses, in addition to the identity 
of persons authorized to sign on their behalf. 
To adopt, for this purpose, a KYC Form (KYC: 
Know Your Customer) that should include, as 
a minimum, basic information about the client 
(full name, date and place of birth, nationality, 
address, social status, detailed occupation, 
financial status, beneficial owner, signature  
and date). 

3.	 To recheck periodically, particularly when suspicion 
arises, the identity of clients and beneficial owner, 
including the holders of accounts opened before 
the promulgation of the Law on Fighting Money 
Laundering, for the purpose of updating the 
information of KYC Forms and obtaining the 
documents needed for evidence. 

4.	 To retain the documents related to the clients and 
operations mentioned in Paragraph 2, for at least 
five years after closing the account or carrying out 
the operation. 

5.	 To appoint a Compliance Officer entrusted with the 
following duties: 

•	 To prepare an anti-money laundering manual 
that includes provisions stipulated in this 
Circular, with due consideration of the structure 
and departments of the financial brokerage 
firm, and to update the manual when needed. 
Also, to prepare the KYC Form mentioned in 
paragraph 2 above, and to submit the manual 
and the KYC Form to the Board of Directors for 
approval. 

•	 To monitor accounts, implementation, and 
efficiency of anti-money laundering procedures 
(through adequate software programs when 
needed, that display money-laundering 
indicators), in order to identify suspicious 
transactions; and to provide relevant periodical 
reports to the Board of Directors. 

•	 To train personnel on procedures and methods 
to fight money laundering. 

6.	 To fill the cash transaction slip (CTS) that 
includes a special section showing the source of 
funds exceeding USD 10,000 or its equivalent. 
The Compliance Officer may exempt some 
clients from this procedure after setting a ceiling, 
such exemptions must be based on justifiable 
criteria. 

7.	 To establish a database for collected information 
and update it continuously. This database should 
include, at least, the names communicated by the 
Special Investigation Commission, and those of 
holders of suspicious accounts and reported by 
the institution. To notify the SIC about any account 
opened subsequently by any of these persons, 
whether directly, indirectly, or by proxy. 

8.	 To keep a special register or software program 
for recording the names of persons who open or 
activate accounts by proxy. 

9.	 To refrain from closing a suspicious account before 
referring to the SIC. 

10.To prohibit staff, under disciplinary sanctions, from 
tipping-off the concerned customers subject an 
investigation by the SIC, before the latter takes a 
decision to inform the related parties. 

11.To report to the Governor of Banque du Liban, in his 
capacity of Chairman of the Special Investigation 
Commission, any operation suspected to involve 
money laundering. 

This Circular shall be published in the Official 
Gazette and shall be effective upon its issuing. 

Beirut, August 18, 2005‏  
The Governor of Banque du Liban  
Chairman of the Special Investigation Commission  
Riad Toufic Salamé
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Special Investigation Commission 
Circular 8 

Addressed to Banks and Financial Institutions 

Pursuant to the provisions of Law 318 of April 20, 
2001, on Fighting Money Laundering, particularly 
those stipulated by Article 6, Paragraph 4, 
Pursuant to the provisions of Article 12, Paragraph 
6, of the Regulations on the Control of Financial and 
Banking Operations for Fighting Money Laundering, 
attached to Basic Decision No. 7818 of May 18, 
2001, and 
Pursuant to the Decision of the Special Investigation 
Commission, taken in its meeting of November 2, 
2006, Banks and financial institutions are requested:

•	To rigorously implement the provisions of Article 
12, Paragraph 6, of the Regulations on the Control 
of Financial and Banking Operations for Fighting 
Money Laundering, attached to Basic Decision 
No. 7818 of May 18, 2001. In this respect, they 
must ascertain that all their staff and employees 
are complying with the obligation to refrain from 
disclosing information to any client concerning SIC 
actions related to the client, whether in the form of 
enquiry, accounts auditing or temporary freezing. 

•	To take constantly into account that SIC enquiries 
and audits do not prevent banks and financial 
institutions from normally dealing or continuing to 
deal with “the client”, as long as the SIC does not 
decide the contrary. 

•	To comply with the above-mentioned procedures, 
knowing that the Chairman of the Board will be held 
responsible for non-compliance. 

Beirut, November 7, 2006 ‏  
The Governor of Banque du Liban  
Chairman of the Special Investigation Commission  
Riad Toufic Salamé

Special Investigation Commission
Circular 9 

Addressed to Banks 

Pursuant to the provisions of Law 318 of April 20, 2001, 
on Fighting Money Laundering, particularly Article 6, 
Paragraph 4 thereof, 
Pursuant to the provisions of Article 11, Paragraph 7, 
Subparagraph (c) of the Regulations on the Control of 
Financial and Banking Operations for Fighting Money 
Laundering, attached to Basic Decision No. 7818 of 
May 18, 2001, and   
Pursuant to the Decision of the Special Investigation 
Commission, taken in its meeting of December 4, 2008, 
Banks are requested to carry out in a strict 
manner the provisions of Article 11, Paragraph 7, 

Subparagraph (c) of the Regulations on the Control of 
Financial and Banking Operations for Fighting Money 
Laundering. They have to make sure that no check 
is credited to the concerned account before being 
definitively collected from the issuing bank. 

Beirut, January 2, 2009 ‏  
The Governor of Banque du Liban  
Chairman of the Special Investigation Commission  
Riad Toufic Salamé

Special Investigation Commission
Circular 10 

Addressed to Banks

With reference to SIC Decisions, notably those relating 
to traceable accounts, 
and in order to avoid any confusion and facilitate the 
SIC mission in tracking the movement of accounts 
suspected of concealing money laundering and 
terrorist financing,
all banks must, regarding accounts classified as 
traceable by an SIC decision, comply with the 
following:

1. Concerning checks

•	 To prohibit the payment in cash of a check 
or a payment order drawn on a traceable 
account, whether the beneficiary of the 
check or payment order is the holder of the 
said account or a third party. 

•	 To prohibit the payment of a check or a 
payment order drawn on the traceable account 
to any party other than the first beneficiary, on 
condition that the check is crossed. 

• 	 To prohibit the issuance of a cashier’s check 
drawn on the traceable account to the benefit 
of the account’s holder or any third party, 
unless the check is crossed and includes 
the expression “payable only to the first 
beneficiary”. 

2. Concerning credit and debit cards 

To limit to points of sale the use of credit and/or 
debit cards issued in relation with the traceable 
account, and to prohibit their use on ATMs.

3. Concerning cashier’s counters 

To prohibit the holder of the traceable account from 
withdrawing directly any amount on the cashier’s 
counter of the bank where the said account is held.

Beirut, July 9, 2009  
The Governor of Banque du Liban  
Chairman of the Special Investigation Commission  
Riad Toufic Salamé
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Special Investigation Commission 
Circular 11

Addressed to Banks

As per section 4 of article 6 of Law 318 dated 
20/4/2001 on fighting Money Laundering, 
All banks are required to provide, as per the 
detailed attached form, the Special Investigation 
Commission with the requested statements 
of accounts relating to ongoing investigations 
concerning clients.

The said form should be prepared using Microsoft 
Excel Workbook, and in instances where the client 
has more than one account, each account should be 
designated with a separate sheet.

The statements of accounts prepared as per the 
above mentioned form are to be sent to the Special 
Investigation Commission using its information 
exchange program (PGP) and in its absence via 
CD.

This Circular shall be published in the Official Gazette 
and shall be effective upon its publication.

Beirut, February 27, 2010  
The Governor of the Banque du Liban  
Chairman of the Special Investigation Commission 
Riad Toufic Salamé

تفاصيل
 العملية **

الرصيد
)-/+(

المبلغ
)-/+(

العملة
فرع

 المصرف 
المعني*

نوع العملية
تاريخ
 الحق

تاريخ
 القيد

رقم الحساب العائلة
إسم 
الوالد

إسم 
العميل

رقم 
المصرف

Transaction 

Details
Balance

)+/-(
Amount

)+/-(
Currency

Involved 

Branch
Transaction 

Type
Value 
Date

Post 
Date

Account 
Number

Family 
Name

Father’s 
Name

Customer 
Name

Bank
Number

Cheq # 
12542

-100,000 -100,000 USD Hamra CHW 6-jan-
09

5-jan-
09

00 11 222 33 00

CDP

CHD

على سبيل المثال ولا الحصر:

مختصر نوع العملية Transaction Type نوع العملية

CHW Check Withdrawal سحب شيك

CHD Check Deposit إيداع شيك

CDP Cash Deposit إيداع نقدي

CWD Cash Withdrawal نقدي

OPO Outgoing Payment order تحويل صادر

IPO Incoming payment Order تحويل وارد

A/A Account to Account تحويل داخلي من حساب إلى حساب

إنموذج كشف الحساب الإلكتوني

Form

ملاحظة:

بجب الإبقاء على سائر العمليات الأخرى التي يظهرها كشف الحساب )مثلاً فائدة محققة، إعتماد ...(

هذه الخانة مخصصة لمعرفة الفرع الذي تمت من خلاله العملية * 

هذه الخانة مخصصة لتعبئة جميع تفاصيل العمليات المتوفرة **

Special Investigation Commission 
Circular 14

Addressed to External Auditors Appointed at 
Category “A” Exchange Institutions 

Pursuant to Law 347 of August 6, 2001 on Regulating 
the Money Exchange Profession in Lebanon, and 
to Law 318 of April 20, 2001 on Fighting Money 
Laundering,
Pursuant to BDL Basic Decision No. 7933 of 
September 27, 2001 on Regulating the Money 
Exchange Profession, 
Pursuant to BDL Basic Decision No. 9708 of September 
24, 2007 on Cash Transfers in accordance with Hawala 
System, and
Pursuant to the SIC Decision taken in its meeting of 
May 26, 2011, 
External auditors appointed at exchange institutions 
of Category “A” are required to prepare an annual 
report and to submit it to the SIC Secretariat 
by the end of March following the audited fiscal 
year, provided the report indicates whether or not 
these institutions have complied with the following 
obligations:

1.	Checking the customers’ identity and addresses 
based on formal documents.

2.	Keeping special records for operations whose 
value exceeds USD 10,000 or its equivalent.

3.	Retaining, for five years at least, copies of formal 
documents (customers’ identity and address) and 
copies of documents concerning the operations 
whose value exceeds USD 10,000 or its 
equivalent.

4.	Sending to the bank a special notification (on the 
nature and object of the operation, the source 
and destination of funds, the beneficiary and the 
economic right owner’s identity) when the exchange 
institution performs in favor of its customers any 
banking operation through the bank (transfer, check 
issuance…) whose value exceeds USD 10,000 or 
its equivalent.

5.	Informing Banque du Liban beforehand and in 
writing that it will undertake cash transfers in 
accordance with Hawala System; and retaining, for 
five years at least, the records of these operations 
and copies of the formal documents related to the 
concerned customers. 

6.	Reporting to the SIC the details of the operations 
suspected of concealing money laundering or 
terrorist financing, in case they take place.

Beirut, May 27, 2011 
The Governor of Banque du Liban  
Chairman of the Special Investigation Commission  
Riad Toufic Salamé
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STR FORM
Special Investigation Commission 

Circular 3 amended by Circular 6

Addressed to Banks and Other Institutions
Bound to Report on Money Laundering Operations 

SIC Circular 3

Pursuant to the provisions of Article 7 of Law 318 of 
20/4/2001 on Fighting Money Laundering,
Pursuant to the provisions of Article 6 and 8 of the 
Regulation on the Control of Financial and Banking 
Operations for Fighting Money Laundering, attached 
to BDL Decision No. 7818 of 18/5/2001, and 
Pursuant to the Decision taken by the Special 
Investigation Commission (SIC) in its meeting of 
11/10/2001,

1.	When reporting operations suspected or 
ascertained to be involving money laundering to 
the SIC, as stipulated in Law 318 of 20/4/2001, 
all Banks and other institutions bound to report 
on money laundering operations must attach 
to their letter addressed to the SIC Chairman a 
report on the operation in question, to be prepared 
according to the Form attached to this Circular, 
together with all other relevant documents.  

2.	The Form attached to Circular No. 1 of 4/7/2001, 
addressed to institutions not governed by the 
Banking Secrecy Law, is repealed.

This Circular shall be published in the Official Gazette 
and shall be effective upon its publication.

Beirut, October 16, 2001 
The Governor of Banque du Liban 
Chairman of the Special Investigation Commission 
Riad Toufic Salamé

SIC Circular 6

Pursuant to the provisions of Law 318 of 20/4/2001 
on Fighting Money Laundering, amended by Law 
547 of 20/10/2003, particularly Article 1 and Article 7, 
Paragraph 1 thereof, 
Pursuant to the provisions of Article 6 and 8 of the 
Regulations on the Control of Financial and Banking 
Operations for Fighting Money Laundering, attached 
to BDL Decision No. 7818 of 18/5/2001, and 
Pursuant to the Decisions taken by the Special 
Investigation Commission, respectively dated 
11/10/2001 and 28/9/2004, 
The text about the “nature of the offence”, mentioned in 
page 2 of the Form “Reporting a Suspicious Transaction”, 
attached to Circular 3 of 16/10/2001, issued by the 
Special Investigation Commission, and addressed to 
banks and other institutions bound to report on money 

laundering operations, is repealed and replaced with the 
attached text.

This Circular shall be published in the Official Gazette 
and shall be effective upon its publication.

Beirut, November 12, 2004 
The Governor of Banque du Liban 
Chairman of the Special Investigation Commission 
Riad Toufic Salamé
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3) Insurance:

Date of Transaction: _______________________________________

Amount: __________________________________________

Value of Policy or Policies issued: _________________________________

Name of the Agent: ________________________________________

Type of Insurance: ______________________________________Type of Transaction:  Cash Payment     International Wire Transfer                  

             Check Deposit       Others: ________________________

Name of Correspondent Bank: ______________________________________________________ 

Place of Residence: _______________________________________________________________ 

Name of Agent or Beneficiary: ______________________________________________________   

Place of Residence: _______________________________________________________________  

Reporting Entity: __________________________________________________________________

  
Brief Description of the Suspicious Operation (Supporting Documents to be attached):

__________________________________________________________________________________

__________________________________________________________________________________

__________________________________________________________________________________

__________________________________________________________________________________

__________________________________________________________________________________

__________________________________________________________________________________

 

              

         ____________________

                     Signature of Reporter

2) Exchange Offices:

Date of Transaction: _______________________________________Amount: __________________________________________

Type of Transaction:  Exchange Operation    Exchange Operations via Wire Transfer             Traveler’s Checks           Purchase/Sale of Precious Metals                    Others: _____________________________________________                       

In Case of Money Exchange or Purchase/Sale of Precious Metals:Name of Correspondent Bank: ____________________________________________________ Name of Beneficiary: _____________________________________________________________              Place of Residence: ______________________________________________________________  Reporting Entity: _________________________________________________________________
Brief Description of the Suspicious Operation (Supporting Documents to be attached):________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________   

             _____________________             Signature of Reporter

Information on Suspicious Transactions and Accounts 

1) Banks, Financial Institutions and Financial Brokers1 :

Date of Transaction: _______________________________________

Amount: __________________________________________

Type of Transaction:  Cash Deposit            Money Transfer from Lebanon        Check Deposit       

    Traveler’s Checks      Money Exchange        To Cede a Portfolio 

                Others: _____________________________________________

Name of Agent or Overseas Beneficiary ______________________________________________

Place of Residence: ________________________________________________________________                                                         

Name of the Remitter (Bank or the Financial Institution): ________________________________    

Place of Residence:___________________  

Name of Correspondent Bank: ______________________________________________________ 

Place of Residence: _______________   Reporting Entity (overseas): ______________________

Brief Description of the Suspicious Operation (Supporting Documents to be attached):

___________________________________________________________________________________________

___________________________________________________________________________________________

___________________________________________________________________________________________

___________________________________________________________________________________________

___________________________________

Accounts Details of Suspected Entity:

Account  Debit/  Account Currency Date  Acc. Authorized Branch     Balance

Type  Credit  Number   Opened Signature(s)  

       

       

         

        

        Signature of Reporter 

        

         _____________________

                                                                

1. For more than one transaction, please use Annex 1

   Information on Suspect/Suspected Entity

Name (Individual/Institution): _______________________________________________

Date of Birth:          

Sex:   Male     Female

Nationality: __________________________________ 

Resident / Non-Resident: ________________________

Scope of Work (Local/International): _______________________________

Type of Institution :  Corporation        Partnership       Limited Liabilty      Sole Proprietorship      

     Others: ___________________________________

Identity Card No./Commercial Registry No.: ____________________________________

Address: _________________________________________________________________

County: _________________________   Kaza: ____________________________

Nature of Business: ________________________________________________________

Name of Executives in Charge: _______________________________________________ 

Beneficial Owner: _________________________________________________________

 

Type of Crime:

The growing, manufacturing or trading of narcotics.

Acts committed by associations of wrongdoers, that are specified by Articles 335 and 336 of the 

Penal Code and internationally identified as organized crime.

Terrorist acts, as specified in Articles 314, 315 and 316 of the Criminal Code.

To finance or to contribute to the financing of terrorism, terrorist acts, or terrorist organizations, 

in accordance with the concept of terrorism as defined in the Lebanese Penal Code.

Illegal arm trade.

The offences of stealing or embezzling public or private funds, or their appropriation by fraudulent 

means, counterfeiting, or breach of trust, incumbent on banks, financial institutions, and institutions 

listed in Article 4 of this Law, or falling within the scope of their activities.

Counterfeiting money, credit cards, debit cards or charge cards, or any official document or 

commercial paper, including checks.”

 Date:  _____________________  

SUSPICIOUS TRANSACTION REPORT

Chairman of SIC

Chairman’s Office

Beirut / LEBANON

1) Name of Individual: ___________________________

Phone Number: ___________________

Address: __________________________________________________

  

2) Name of Institution: ________________________________

Name of CEO, General Manager and authorized representative: _______________________

Name and Occupation of Reporting individual:

Name: ___________________   Occupation: _______________________

Name: ___________________    Occupation: _______________________

Type of activity of reporting institution:

Bank       Financial Institution        Exchange Office       Insurance      Jewelers        Real Estate

Auditor             
Financial Broker      Others: ________________       

Phone No. : __________________   

Address :________________________________________________  

For SIC Use Only:

Transaction No.: _______________

Date of Transaction: ____________
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ANNEX 1

    
________ _________ ________________ ________________ ___________________
________ _________ ________________ ________________ ___________________
________ _________ ________________ ________________ ___________________
________ _________ ________________ ________________ ___________________
________ _________ ________________ ________________ ___________________
________ _________ ________________ ________________ ___________________
________ _________ ________________ ________________ ___________________
________ _________ ________________ ________________ ___________________
________ _________ ________________ ________________ ___________________
________ _________ ________________ ________________ ___________________
________ _________ ________________ ________________ ___________________
________ _________ ________________ ________________ ___________________
________ _________ ________________ ________________ ___________________
________ _________ ________________ ________________ ___________________
________ _________ ________________ ________________ ___________________
________ _________ ________________ ________________ ___________________
________ _________ ________________ ________________ ___________________
________ _________ ________________ ________________ ___________________
________ _________ ________________ ________________ ___________________
________ _________ ________________ ________________ ___________________
________ _________ ________________ ________________ ___________________
________ _________ ________________ ________________ ___________________
    

Date Amount Type of 
Transaction

Correspondent 
Bank

Financial Beneficiary or
Overseas Agent

DATE DEPOSITS CHIPS REFUND

Cash Check Cash Check

Date: _____________________   

   
To:   SIC Chairman

        Chairman’s Office

        Beirut / LEBANON

                                 
                                 

                       

 

SUSPICIOUS TRANSACTION REPORT

Reporting Entity: Casino du Liban S.A.L.

Reporting Officers:

Name: ___________________    

Title: ___________________

Name: ___________________    

Title: ___________________

  

Data Concerning Suspect

Name: ________________________

Date of birth: ___________________

Sex:  M                    F 

Nationality:  ___________________

Profession: ___________________ 

Residence Status: Resident         Non Resident

Address: District:  ___________________ Street: __________________

Caza:  ___________________ Building: __________________

Town: __________________ Phone: ___________________

For SIC Use Only:

Reception No.: __________

Reception Date: ___________

5) Real Estate:

Date of Transaction: _______________________________________

Value of the Property Sold: __________________________________________________

Register Number & Place of the Property: _____________________________________

Address:  _________________________________________________________________

County: _________________________   Kaza: ___________________________________

 
Payment Method:  Cash    

 Wire Transfer        
 Endorsed Check         

         
   

 
 

 

In Case of Wire Transfer Payment:

Name of Local Bank: ___________________________________________________________________________

Name of Correspondent Bank:  __________________________________________________________________ 

Name of Overseas Beneficiary: __________________________________________________________________                                                          

In Case of Check Endorsement Payment:

Name of Check Issuer: __________________________________________________________________________

Name of Issuing Bank: __________________________________________________________________________

Account Number:  ______________________________________________________________________________ 

Name of Primary Beneficiary: ____________________________________________________________________ 

Name of Clearing Bank: _________________________________________________________________________ 

         
         

         
         

         
         

Brief Description of the Suspicious Operation (Supporting Documents to be attached):

_____________________________________________________________________________________________

______________________________________________________________________________________________

______________________________________________________________________________________________

_______________________________________________________________________________________________   

 
 

 
 

 
 

 
 

 

 
 

 
 

 
 

 
 

 
 

 
 

       
 

 

 
 

 
 

 
 

 
 

       
 

         
 _____________________

  
 

 
 

 
 

 
 

       
 

         
 Signature of Reporter

4) Jewelers:

Date of Transaction: ____________________________________________

Amount: _______________________________________________

Type of Transaction:  Jewelry Purchase   
 Jewelry Sold         

    Ingots     

Market Value: _______________________________

Payment Method:  Cash    
 Credit Card         

     Wire Transfer       
 

         
         

   
 

 

In Case of Credit Card Payment or Wire Transfer:

Name of Correspondent Bank:  ___________________________________________________________________ 

Place of Residence: _____________________________________________________________________________  

Name of Beneficiary: ____________________________________________________________________________                                                         

Place of Residence: _____________________________________________________________________________  

Brief Description of the Suspicious Operation (Supporting Documents to be attached):

________________________________________________________________________________________________

________________________________________________________________________________________________

________________________________________________________________________________________________

________________________________________________________________________________________________

________________________________________________________________________________________________

________________________________________________________________________________________________

 
 

 
 

 
 

 
 

 
 

 
     

____________________

  
 

 
 

 
 

 
 

          
          

    Signature of Reporter



Banque du Liban   ■   Special Investigation Commission

Masraf Loubnan Street   ■   P.O. Box: 11-5544 Beirut, Lebanon

Tel: +961 1 756 701/8   ■   Fax: +961 1 743 999

E-mail: bdlg0@bdl.gov.lb

E-mail: secretary@sic.gov.lb  ■    Website: www.sic.gov.lb
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